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1
Introduction
For the smart phone (3GPP UE) connecting the home WLAN case, in the current situation, the FN-RG can only authorize the access by the username and password.  It turns out it is the FN-RG instead of the CN to authorize the 3GPP UE behind the FN-RG, which results in CN cannot identify the 3GPP UE and do further control on the 3GPP UE side. Additionally, once the username and the password were broken, the Home WLAN will be accessed by the other terminal, it will occupy the available bandwidth and impact the user experience seriously. 
Therefore, it is proposed to define the Home WLAN accessing case. It focuses on the 5GC capable UE accessing 5GC via the 5G-RG/HA 5G-RG, this 5GC capable UE may belong to the member of the family or the guest of the family. The 5GC should be able to perform the host or the guest policy to the 5GC capable UE, such as different QoS control or permission to use certain resources.  In sum, the principles for this case include the following aspects:

1) It is the 5GC’s responsibility to authenticate and authorize the 5GC capable UE to avoid the illegal invasion. 
2) The 5GC capable UE and 5G-RG belong to the same PLMN. If the 5GC capable UE and 5G-RG belong to the different PLMN, it is FFS on whether to support the national roaming case. 
3)  It is needed to distinguish the host UE or the guest UE to perform the different policy by 5GC. 
Since the FN-RG scenario should be done based on BBF input, it is not considered in this paper for the time being.
2
Proposal 

It is proposed to agree the following P-CR to TR 23.716.
********************* start of changes ****************
4.2.2.3
Scenario 3

In addition to scenario 1, the following architectural principles apply for a 5GC capable UE behind a 5G-RG:

1.
5GC capable UE shall use 3GPP procedures and impact on 3GPP reference points shall be minimized.

2.
5G-RG shall enable the N1 signalling between the 3GPP UE and AMF/SMF.

3.
5G-RG shall enable the UP transport between the 3GPP UE and UPF.

4.
5G-RG and 5GC shall enable the 5GC capable UE to exchange traffic with the other devices on the Home LAN network.

5.
A W-5GAN interfaces the 5GC using the 3GPP reference points N2 and N3 as depicted in figure 4.2.2.3-1. For the interface(s) between 5G-RG and the W-5GAN the same principles defined for scenario 1 bullet 4 apply.

6
5GC shall be able to support the functionality for user-plane treatment in the UPF defined in TS 23.501 [2] clause 6.2.3 also for a 3GPP UE behind a 5G-RG. This includes being the anchor point for the PDU session of the 3GPP UE when moving between 5G-RG and 3GPP access.

7
W-5GAN shall be enabled to support QoS treatment of QoS flows for a 3GPP UE using 5G-RG access. This implies that the W-5GAN needs to simultaneously manage QoS resources for PDU Session of the 5G-RG as well as PDU Session of 3GPP UEs connecting via the 5G-RG.
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Figure 4.2.2.3-1: High level architecture for the 5GC capable UE behind a 5G-RG case connected via W-5GAN
NOTE 1:
The reference points N2 and N3 might be impacted on protocol level.

8
The 5GC capable UE can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e. via 5G-RG and NG RAN) as depicted in figure 4.2.2.3-2. These requirements apply:

A
5GC and 5GC capable UE shall be able to support ATSSS functions between 3GPP access and 5G-RG access.


[image: image2.emf]5G-RG

NG RAN

N2 and N3

5GC

N1

5GC 

capable 

UE

N1

W-5GAN

N2 and N3

N1


Figure 4.2.2.3-2: High level architecture for the Hybrid access 5GC capable UE connected via NG RAN and 5G-RG
NOTE 2:
The 5G-RG can also in this scenario use multiple accesses (i.e., NG-RAN and W-5GAN).

9
The 5G-RG is connected to 5GC via NG RAN using the 3GPP reference points N2 and N3 as depicted in figure 4.2.2.3-3.

10
The Hybrid Access 5G-RG can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e. via W-5GAN and NG RAN) as depicted in figure 4.2.2.3-4.
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Figure 4.2.2.3-3: High level architecture for the 5GC capable UE behind a 5G-RG case connected via NG RAN
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Figure 4.2.2.3-4: High level architecture for the 5GC capable UE behind an Hybrid Access 5G-RG case connected via NG RAN and W-5GAN
11
The 5GC shall be able to authenticate and authorize the 5GC capable UE behind the 5G-RG/HA 5G-RG.

12
The 5GC capable UE and the 5G-RG/HA 5G-RG belong to the same PLMN.
Editor's note:

The 5GC capable UE and the 5G-RG/HA 5G-RG belonging to the different PLMN is FFS. 
13 The 5G-RG/HA 5G-RG can provide accessing service for the 5GC capable UE only when the 5G-RG/HA 5G-RG is in RM-Registration state.

14
The 5GS should be able to apply different policies for 5GC capable UE considered as host or guest of the local network of 5G-RG/HA 5G-RG , such as different QoS control, permission to use certain resources e.g. printer  in LAN or being allowed to get Internet access.  The 5GC capable UE considered as a host is for example, the device of one of the member of the family. The 5GC capable UE considered as a guest  is for example the device of a guest visiting the family or connecting to the community wi-fi.
Editor's note:
 How the 5GC capable UE shall be consider as a host or guest is left to the description of solutions.
********************* End of changes ****************
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